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Abstract: Internet of Things, which means electronic things 

related to the web. Security and well-being of every perspective or 

region is a key factor in their lives. The paper offers an 

introduction to the entire system that is included in the open 

source cloud and SS 8282-based system and the entire nodes make 

controller. [6] This work includes a PIR sensor that is always 

looking at the sensor presented. Whenever the PIR module detects 

the interloper sends the signal to the controller, the controller will 

process that signal and send it to the Wi-Fi module which is 

operating in the nodemcu controller [2]. The system transmits 

alarm signals to the dirt signal cloud, which gives data on the site 

page which can be versatile or captured by a PC. 
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1. Introduction 

Internet of Things are an extension in the physical gadgets of 

the Internet (IoT) Internet network and regular articles. Applied 

with gadgets, internet networks, and various types of equipment 

(for example, sensors), these gadgets can tell others and 

collaborate on the internet and can be remotely monitored and 

controlled. [4]. Phishing System is a gadget or technique used 

to consider beneficial things from an unused user. The Web's 

Thing is based on the human intervention of the device, [2] and 

at the highest level for machine handling. This initiative offers 

a security system that uses IOT, which can be used for home, 

bank, infrastructure, etc. Creates cheating. The main objective 

of this project is to reduce the work of human resurgence. 

Hoodam alarm is dependent on the security system. It's our 

point of view to design and reinforce the security and prepared 

system. 

2. NodeMCU 

 
Fig. 1. Node MCU 

 

NodeMCU is an open source lia-based firmware 

manufactured for Wi-Fi chip. Nodemci Firmware ESP 8266 

Development Board / Pack with Examination of ESP 8266 

Chip, for example Nodesmci Development Board Since  

 

NodeMCU is an open source stage, their tool is open to adjust / 

adjust / configure the configuration. The ESP 8266 Wi-Fi 

strong chip is included in the nodeside development kit / board. 

ESP 8266 is a handy Wi-Fi chip designed by Espressim 

Systems, TCP / IP Convention [5]. 

3. ESP8266 

ESP8266 is Wi-Fi enabled system on chip (SOC) module 

developed by Espressif system. It is mostly used for 

development of IOT (Internet of Things) embedded 

applications [5]. 

 
Fig. 2.  ESP8266module 

 

ESP8266 comes with capabilities of 

 2.4 GHz Wi-Fi (802.11 b/g/n, supporting 

WPA/WPA2), 

 general-purpose input/output (16 GPIO), 

 Inter-Integrated Circuit (I²C) serial communication 

protocol, 

 analog-to-digital conversion (10-bit ADC) 

 Serial Peripheral Interface (SPI) serial communication 

protocol, 

 I²S (Inter-IC Sound) interfaces with DMA (Direct 

Memory Access) (sharing pins with GPIO). 

They use a 32-bit RISC CPU based on 80 mhz (or maximum 

of 160 MHz) based on the Tensilica Extensio L 106. It contains 

64 KB boot ROM, 64 KB guidance RAM and 9 6Kb RAM. 

Memory of the alarm can be obtained outside the SPI. The ESP 

8266 module is trying at least a separate remote handset which 

can be used for the development of end-point IoT. 

Microcontroller requirement to use a set of AT directions, to 

talk to the ASP 8266 module. Microcontroller speaks with the 

module EART8266-01 which used the UART to determine the 

BOW rate.  

The figure of IoT based thief security system appeared in fig, 

in this system at whatever point, PIR sensor detects movement 

and gives detected signal to controller, and afterward controller 
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gives that signal to the Wi-Fi module. Utilizing Wi-Fi module 

we can send this signal to the open source cloud quickly.  

ESP8266 module is ease independent remote handset that can 

be utilized for end-point IoT advancements.  

 
Fig. 3.  System block diagram 

 

To speak with the ESP8266 module, microcontroller 

requirements to utilize set of AT directions. Microcontroller 

speaks with ESP8266-01 module utilizing UART having 

indicated Baud rate.  

NodeMCU includes 6 channel 10 bit simple computerized 

converter. To make this easier, the use of the advanced 

converter is used to differentiate the retail changes in voltage 

drop crosswaves on LDR (Light Dependent Restrustor). Power 

supply is a DC supply that offers 5V DC microcontroller, PIR 

sensor and ESP 826. The power supply squire contains 

rectifiers, channels, and controllers. Like +5V DC is required, 

we are using positive voltage controller IC 7805 which gives 

+5 volt DC. The minimum contribution in IC 7805 is 7 volt. 

4. Open source cloud 

Internet is an important part of the project. Because the name 

of the project is the IOT based thief security alert system. 

Internet is used to share cloud server data with cloud servers. 

The cloud server we used here is 000webhost which is free the 

hosting company is an online web server provider. Here we can 

store alert information in the form of history. History is a part 

of the information. There are different columns like ID number, 

city, coordination, map location, IP address and time. The 

location IP address is obtained from [7]. 

General history format is shown in figure below: 

 

 
Fig. 4.  Hardware of complete project 

5. Future Scope 

The research in the field of Internet of Things (IOT) and its 

implementation in full or partial manner will definitely improve 

the quality of life of human civilization Today Internet of 

Things (IOT) is implemented everywhere which is of human 

concern like Smart city, smart environment, security and 

emergencies, smart business process, smart agriculture, 

domestic and home automation and healthcare. In the near 

future the system will be augmented with the parameter 

monitoring security subsystem. It will support to get 

information about home monitoring, finger print protection, etc. 

We can give alarm to nearby resident and the owner of the 

house in case of theft. This system can be put in bank lockers, 

questionnaire room [2]. 

6. Conclusion 

The proposed system will help in home security as well as 

security at different places. As system contains ESP8266 

controller, it bears low cost and performance of the system is 

also good. It will be beneficial for homes and banks which are 

smart. In this system we used advanced technology for intruder 

alert in very less time. By using this system we can provide 

security aspects to the important places such as banks, home 

and industrial purpose. This proposed system will detect the 

intruder then send and store that information on cloud. Thus 

there is provision of saving the history reports. 

 

 
Fig. 5.  History data 
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